H(I)OPMAIJ;II?IHO-KOMYI;IIKAHIP'IHI CUCTEMHU
TA IX 3AXHCT B EJIEKTPOHHIN KOMEPIII: APXITEKTYPHI
PIIIIEHHSI TA HOPMATUBHO-IIPABOBI ACIIEKTH

Bbonpapenxo JImurpo CepriioBuu
cmyoenm epynu IACm -1-24-1.40,
Kuiscvkoco cmonuunoeo ynieepcumemy imeni bopuca I pinuenka,
HAYKoBUll KepiHUK — K.m.H., 0oy. Mawkina I.B.

VY xoni AUIUIOMHOT poOOTH OyJI0 [OCHIJKEHO apXITEKTYpHI pILIEHHS Ta
HOPMATUBHO-TIPABOBl ACMEKTH 3aXUCTy 1HGOPMAIIITHO-KOMYHIKAI[IMHUX CHUCTEM
(IKC) B enextponniii komepuii. IKC posrisiHyTo sik 6a30By miatdopMmy CydacHHX
OHJIalH-Mara3uHiB, M0 3a0e3neuye Oe3nepepBHY UU(GPOBY B3aEMOAIID MIXK
OpOJAaBLEM 1 MOKYILEM.

VY mporeci AOCHIKEHHS MiITBEPKEHO, 110 3POCTaHHS OOCATIB €NEeKTPOHHOI
TOPTiBJl CYINPOBOJKYETHCS IMIJIBUILIEHHSIM PHU3HKIB BUTOKY MEPCOHAIBHUX 1
(¢iHaHCOBUX JaHMX KOpHUCTyBauiB. Bysno mpoananizoBaHO akTyaiabHI Kibep3arposu
(¢imunar, SQL-11’ekmii, DoS-ataku, XSS), K1 CTAHOBJISTH HAHOLIBITY HEOE3MEKY IS
BeOpecypciB, Ta BU3HAYCHO HAHOUTBIN €()eKTUBHI METO/IM IXHBOT'O 3aIMO0IraHHS.

Ha npaktuuHomy ertami poOOTH peani3oBaHO MPOTOTHUIl OHJIAWH-MarasuHy 3
BUKOPHUCTAaHHSIM Cy4aCHHX TEXHOJIOT1M:

®ponreng — React.js 17151 CTBOpEHHsI IHTEPaKTUBHOI'O 1HTEp(Eiicy KOpUCTyBaya;

bekxenn — Node.js 3 ORM Sequelize nns po6oTu 3 6a3amMu J1aHUX Ta TOOYTI0BU
API;

baza nanux — PostgreSQL sik macmraboBana ta Hagiiina CYB/I.

Client:
Auth screen performs
autherization and grants acess
to the user

Back End:
Auth credentials verification,
JWT-token signing

User

¥
Back End: i
Client:
Todo manager - CHL‘!D Todos interface,
operations with user's charts
todos
F

Back End:
OpenAl APl communication for
todo tips and performance
analysys

Puc. 1. CtpykTypHa cxema 1ogaTKy

VY cucTeMy IHTETpOBaHO KOMIUIEKC 3aX0/(1B O€3MEKH:
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Ha pisHi ¢opoumendy — 3actocyBanHs HTTPS, nmomituxk CORS, canituzanis
BBeaeHux nanux (DOMPurify), o6¢dyckarisa JavaScript-kony;

Ha pieni bexendy — Bukopuctanusa JWT ta OAuth 2.0 ans ayrentudikarii,
napameTpu30BaHl 3anuTH Uil 3axucty Bin SQL-1H’exuii, rate limiting, KOHTpOJIb
noctymy yepe3 middleware, cucrema sxypHamoBanHs nofiid (Winston, Morgan);

Ha pieni 6azu oaHux — MUQPPYBAHHS MOI1B, MPUHLHUI MIHIMI3all1i TpaB IOCTYILY,
peryJsipHe pe3epBHE KOIIIOBaHHS Ta MOHITOPUHT aKTUBHOCTI.

AnHaniz HOpMAaTHBHO-TIPABOBOi 0a3um YKpaiHW NOKa3zaB, L0 JJIsl JIETaJbHOrO
(YHKIIOHYBaHHS  IHTEpHET-Mara3uHy HeoOXilHe 1H(QOpPMYBaHHS CIIOXHBaYiB,
MOJKJIUBICTh YKJIQJICHHSI €JIEKTPOHHUX JOTOBOPIB Ta pEeCTpalis Ha Jep KaBHOMY
noprani «e-mokyneupb». BrnpoBamkeHHs OaraTOpIBHEBHX CHUCTEM 3aXUCTy HE JIMILE
3a0e3neyye BUKOHAHHS HOPMAaTHBHUX BHMOT, ajieé W MiIBUIIY€E TOBIPY CIIOKHUBAYIiB,
CTaOUIbHICTh pOOOTH OHJIAWH-Mara3uHy Ta KOHKYPEHTHI MO3UIIiT O13Hecy.

CtpykTypHa cxeMa po3poOJIeHOrO JOJaTKy, Ha TMPUKIAAl  B3a€MOJIL
KOpUCTyBaua Ta 3alWTIB TOYMHAIOYM BiJ KIIEHTCHKOI YaCTHHHM 1 3aKIHUYIOUU
cepBepoM
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