IHCTPYMEHTH TA TEXHOJIOI'TI YIIPABJIIHHSI
YPA3JIMBOCTAMMU Y ITPOLHECI PO3POBKH ITPOIT'PAMHOI'O
3ABE3IIEYEHHA
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VY xoxai kBaniikaiiiftHoi poOOTH OYyJ0 IOCHIKEHO Cy4YacHI IHCTPYMEHTH Ta
TEXHOJIOT1l YHpaBliHHSA ypa3jdMBOCTAMU Yy TMpoIeci po3poOKH MPOrpaMHOTO
3abesrneueHHs. OcoONMByY yBary MpUALICHO BIPOBAKEHHIO MPUHIIUIIB O€3MEYHOTO
KUTTEBOro LUKy po3poOku (SSDLC) Ta iHTerpamii 3aco0iB aBTOMaTH30BaHOTO
anamizy 6esneku y mporecu CI/CD.

VY TeopeTHuHI YaCTHHI MPOEKTY PO3TJISHYTO ©0a30Bl1 MOHATTA YNPABIIHHS
yYpa3IUBOCTAMH, XUTTEBUM UMK mnporpamHoro 3adesneueHHs (SDLC) Ta Horo
oesneuny wmoaudikamniro SSDLC. IIpoaHanizoBaHO OCHOBHI METOAW BUSBJICHHS
Bpa3IMBOCTe y mporpamMHux mponaykrax, BkiatouHo 3 SAST (Static Application
Security Testing), DAST (Dynamic Application Security Testing), SCA (Software
Composition Analysis) Ta Container Security.

Ha npaktrnunomy erari 0ys10 peaaizoBaHO KOMILUIEKC BIIACHUX IHCTPYMEHTIB JIJIS
BUSIBJICHHS YPA3IMBOCTEH Ha PI3HUX €Tanax >KUTTeBOro nukiy I13:

o SCA-ckanep - 31iliCHIOE aHaJI3 3aJIe)KHOCTEH v (haiiaax requirements.txt,
package.json, composer.json, go.mod st BUSIBIICHHS Bpa3IuBUX 010J11I0TEK Ha OCHOBI
o0a3 CVE;

o Docker Image-ckanep - mepeBipsic KOHTeHHEpHI 00pa3u Ha HAsABHICTH
BIJOMHUX BPa3JIMBOCTEH y MAKETaX Ta 3AJIEKHOCTAX CEPeIOBUIIA BUKOHAHHS;

o SAST-ckaHep - TPOBOJUTH CTATUYHUHN aHaII3 KOy 3 METOIO IOIIYKY
tunoBux noMuiok 0esmexu (SQL Injection, XSS, Hardcoded Secrets).

Po3pobneni ckanepu pearnizoBani Ha ocHOBI Python Ta iHTerpoBaHi y mporiec
CI/CD uepe3 Docker-konreiinepu. Bonu miarpumMyroTs J0KajabHE BUKOPUCTAHHS IS
PYYHOTO TECTYBaHHS Ta aBTOMAaTUUHY iHTerpaiito y naimiaitau GitLab CI/CD.

ApXiTeKTypa CUCTEMU Tiependayae Tpu PiBHI:

o piBenb aHamizy kony - moayii SAST, SCA ta Docker-ckanyBaHHS;

o piBenb iHTerpamii - APl-komyHikamis mixk koHteinepamu ta CI/CD
CEepeIOBUILIEM;
o piBeHBb 3BiTHOCTI — popMyBaHHS pe3ynbTariB y popmati JSON/HTML 3

MOTAJIBIIION0 TIEPeIavueto O CUCTEMH MOHITOPHHTY.

BukopucranHs 3anporoOHOBaHMX pillleHb JI0O3BOJIAE 3HU3UTU KUIBKICTb
KPUTUYHHUX Yypa3IMBOCTEH Yy BHUXIIHOMY KOJI Ha paHHIX eTamnax po3poOKH,
3a0e3reunt Oe3nepepBHUI KOHTPOJb O€3MeKH MPOrpaMHOr0 MPOJIYKTY Ta
MIJABUIIIATH HAJIHHICTD MPOIIECIB PO3POOKH.
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