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OBXIA MOBIVIBHUX CUCTEM BUABJIEHHSA
YEPE3 IMITAIIIO HIOBEAIHKHU JIETITUMHUX JOJATKIB

Crebnuna Onekcanyp CraHicIaBOBUY
cmyoenm epynu IACm -1-24-1.40,
Kuiscbkoeo cmonuunoeo ynisepcumemy imeni bopuca I pinuenka,
HAYKo8uUll KepieHuK — K.m.H., 0oy. Menvnuk 1. IFO.

CporosiHi MOOUTBEHI MPUCTPOI CTAIOTh OCHOBHOIO IIJUTIO JJIsl 3TOBMUCHHMKIB, 1
KUIBKICTh aTaK Ha HUX CTPIMKO 3pOCTa€. 3a JTaHUMH JOCIITHUKIB, JIMIIE MPOTATOM
2024 poky 3acobu Oe3neku 3a0J0KyBaiy MoHaJ 33 MUTBMOHM BUIAJIKIB MOOLIHLHOTO
IIK1JTMBOTO MpoTrpaMHOro 3adesneueHHs [1]. Ha iboMy Ti11 0CO0IMBO aKTyaJIbHOIO €
npobsiema 06xoy cucteM BusBieHHs mKiMBUM [13. CydacHi MOO1IBbHI TPOSTHU Ta
BIpYCH Jie/lalli yacTille BUKOPUCTOBYIOTh MAaCKyBaHHS [ JETITUMHI AOJATKH, 11100
3QJIMIIATUCS HENOMIYEHUMH JJIi aHTUBIPYCIB 1 3aXMCHUX MEXaHi3MiB. 3JIOBMHCHI
MporpamMu IMITYIOTh BUTJISI 1 MOBEIIHKY CHpPaBXHIX 3aCTOCYHKIB — HANPUKIA],
0aHKIBCBKUX a00 COIllaJbHUX — Ta PO3MOBCIOKYIOThCS 1032 OQIIIHHUMHE
maraszuHoMm Google Play

Mo0OinbHI TPUCTPOi aKTUBHO aTaKyrOThCsA MKiAmMBUM [13, ske wuacto
MaCKY€ThCA MiJ] JETITUMHI JOJATKH i 00X01y 3aXucHUX cructeM. OCHOBHI TEXHIKH
BKJIFOYAIOTh:

TpostHu: CTBOpeHHS MaiKe I1ACHTUYHUX KOMIM JIETITUMHUX JOJATKIB 13
MIPUXOBAHKM IIKIJIMBUM KOJOM. L{e 0COOMMBO aKTyallbHO IS TTOMYJISPHUAX JTOJATKIB
3 BIAKPUTUM YA YMOBHO-BIAKPUTHUM KoaoM. OJWH 3 MPHUKIIAIIB - HEMIOJABHO XBHIIS
KJIOHIB MeceHKepiB Telegram 3 Oyuim-to goaatkoBum dyHKIioHadoMm [2]. 11
JOJIaTKU TapreTyBajuCsi Ha MITed 1 MUNTKIB 1 PEeKIaMyBaJIMCAd Yepe3 MOIMyJISIpHI
COLllaJIbHI MEPEKI.

HaknanenHs enemeHTIB: AEMOHCTpalis HIAPOOJEHUX I1HTEp(EnciB MoBepX
CIIPaBXXHIX JIOJATKIB YW IHTEPHET-CTOPIHOK JUIS BHUKPAJCHHS JaHUX abo
BUKOPUCTAHHS iX K CTUIEpY JJIS BBOJIIB KOpUCTyBada. Hampukiaza, OaHKIBCHKHIA
TpostH Anubis geMOHCTpye ¢GOpMy JIOTIHY, KOJM KEPTBa BIJKPUBAE CIIPABKHIN
OaHKIBCHKUW JIOJATOK: TOBEpPX 3 SBIAETbCS MiapobOsiieHa (opma Bxoay, B SKY
KOPHUCTYBa4d BBOJIUTH OOJIIKOBI JIaHi, IO OApa3y MepecuiaroThes xakepam [3].

Buxopucranns OpeHay: 3acToCyBaHHS O(MIIIHHUX 1KOHOK Ta Ha3B BIJOMHX
nporpaMm, abo BBEJCHHS KOpHCTyBauya B OMaHy 3 ix gomomororo. HaiiGinbiie e
aKTyanpHO s cepu KPUNTOBATIOT 1 KA3WHO Ta HaWyYacTile BUPAKAETHCS Y
BUKOPHCTaHHI aliJICHTUKY KOMIaHii 0e3 miren3ii [4].

Mkinmuee I13 Takoxx aktuBHO BukopuctoBye Android API Ta cucremni
BUKIIMKHM, WIO0 IMITyBaTH 3BHYAilHy TOBEIIHKY JOAATKIB, BBOJAYH B OMaHy
AHTUBIPYCH Ta 3aXWCHI MeXaHi3MU. BOHO MOXe€ aKTHBHO BHKJIMKATH Ti XK CHUCTEMHI
byHKIIIT, 0 ¥ TUIMOBHIA JIETITUMHUI TOAATOK, 00 MOTO MOBEAIHKOBHM MPOdiiah HE
BUKJIMKAB Mifo3p. Hampukmnan, MIKIAJIMBHI 3aCTOCYHOK, MAacCKyHUMCh IIiJl CEpBiC
reojiokanii, Oyae peryiasipHo Bukiukatd LocationManager s OTpUMaHHS
KOOpJIMHAT KOPUCTYBaya, SIK 1€ POOJsATh KapTh abo0 MOroJiHI TOAATKU. SIKIIO TPOSH
BUjgae cebe 3a MeceH/pkep abo CcolMepexy, BIH MOXKE BUKOPHCTOBYBATU
NotificationManager ajis MOCTiIMHOI TeHepallii CIUIMBAlOYUX TOBIJIOMJIEHb ‘‘HOBHX
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MOBIJOMJICHD, TMIATPUMYIOYM UTIO31F0 aKTHUBHOI JIETITUMHOI issTbHOCTI. Bes
CIIPaBXXHs MIKiTMBa (YHKIIOHAIBHICTh MPU I[bOMY MpPHXOBaHa TUOIIE B KOl 1
MackKyeTbcs mia mi 3Bu4aiHi BUKIMKKA API. KpiM Toro, 3710BMUCHHUKH MOXYTh
BUKOPHUCTOBYBATH CHUCTEMHI JIO3BOJIM: HAMpHKIAM, JocTyn a0 Accessibility Service
J03BOJISIE TIPOrpaMi aBTOMAaTUYHO HATUCKATH KHOMKH, BBOJMUTH TEKCT a00 YUTATH
BMICT €KpaHy — yce I 3 JICTITUMHUMHU LUISIMU Ha KINTAJIT CEPBICIB JJIs JIIOJEH 3
IHBAJIITHICTIO, aji€ BOJAHOYAC BIJKPUBAE MOMIIMBOCTI JIJIi IPUXOBAHOTO KEpPyBaHHS
MPUCTPOEM [5].

Y upoMy JOCHIDKEHHI s PO3MVIIHYB TEXHIKY IMITallil MOBEIIHKH SK 3acid
o0xony cuctem BusiBieHHS Ha Android. OCHOBHUII BUCHOBOK IOJISITA€ B TOMY, IO
MacCKyBaHHS TiJ] JIETITUMHI JOJATKHA € HAJI3BUYAMHO €(PEKTUBHOIO CTPATETIEI0 IS
smoBMucHuKiB. llkigmuBe II3, ske BMUIO KOMilOE TOBEAIHKY, 1HTEpdehc Ta
B32€EMO/III0 CIIPABXKHIX MPOTPaM, MOXKE JOBI'HI Yac 3aJIUIIATUCS HETIOMIYEHUM: BOHO
He BHUaae cebe¢ aHl JUBHUMH JISIMHU, aHl 30BHIIIHIM BUTJISA0M. Taki TpOsSiHU, SIK
Anubis, SharkBot, XLoader Ta i, Ha TpakTUIIl MPOJEMOHCTPYBAJIHU, IO HABITH
oQiuiiHI MapKeTh M 3axXUCHI CEpBICM MOXKYTh OyTH OOIWJI€HI, SIKILO IIKIIJINBE
nporpaMHe 3a0e3MeueHHsT J100pe 3aMacKOBAaHO 1 JUHAMIYHO MPUXOBYE MIKIIJIUBI
¢ynkuii. IlpoBenenuil aHami3 BKa3ye Ha Te€, IO MPOTHAIS TaKUM BUTOHYEHUM
3arpozam motpedye BAOCKOHAJEHHS MIAXOAIB JO JETeKIlli: BIPOBaIKEHHS
MOBEIHKOBOI'O aHaiidy 3 BUKopucTaHHsM ML, anam3 nocaigoBHocterd API-
BUKJWKIB Ta MAid, mojimmeHHs sandbox-TecTyBaHHS Ta Bamijgarii JEriTUMHOCTI
1HTEerparii.
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