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CTPATETII OBXOJY CTATUYHOI'O I JUHAMIYHOI'O
AHAJII3Y AHTUBIPYCHUMU CUCTEMAMM ANDROID OS

Crebnuna Onekcanap CraHiciaBOBUY
cmyoenm epynu IACm -1-24-1.40,
Kuiscvkoco cmonuunoeo ynieepcumemy imeni bopuca I pinuenka,
HAYKo8Ull Kepi@HUK — K.m.H., 0oy. Menonux LFO.

V¥ kontekcTi Android-0e3meku BUKOPUCTOBYIOTHCS JIBA OCHOBHUX MIIXOAH J10
aHai3y 3aCTOCYHKIB: CTaTUYHUUN aHaIi3 (aHAJI3 KOAY Ta CTPYKTYypU 0€3 BUKOHAHHS)
Ta AMHAMIYHUN aHali3 (aHaI13 TOBEIIHKHY MPH 3aIMyCKY B 13071bOBAHOMY CEPEJIOBHIII1).
Sl npoananizyBaB HaWNOIIMPEHINI TEXHIKM YXWIEHHS Bl CTaTUYHOTO aHAJI3Y
(oO6dyckamis, makyBaHHS ~ Konay, modiMopdizm/metamopdizMm, — alIrOpUTMIYHE
MacKyBaHHsI) Ta JMHAMIYHOTO (BHSIBICHHS €MYJIhOBAHOTO CEPEAOBHUINA, BiAKIAICHE
BUKOHAHHS, MaCKyBaHHs peajbHOI MOBEIHKH) 1 OCh HAWIIEBINI 3 HUX, Ha sIKI Tpeba
3BCPHYTH yBary:

Buxopucranus HatuBHoro koay. HatusHi 6i10110TekH (.S0) MOXKYTh BMIIIIYBaTH
mudpoBaHuii ab0 3arUTyTaHUW MIKIUIMBUN KOJA, SIKUHW Ba)XXKO aHaII3yBaTH
crangaptHumMu 3acobamu mis DEX. Ilpu nboMy cam HaTUBHUN KOJ MOXE TEX
3MiHIOBaTUCS  (HampuWKiIaJ, BUKOPUCTOBYBaTH  mojdiMopdHi  mudpu  ans
npuxoByBaHHs). TakTHKa 3aMyCKaTH YaCTUHY JIOTIKA B HATUB1 BUKOPUCTOBYETHCS SIK
JUIS OMTUMI3aIlli, Tak 1 Jst 06xoay - 6araTo cCydacHUX MOOLIRHUX BIPYCIB XOBAlOTh
KPUTUYHY (PYHKIIOHAJBHICTh Y .SO, PO3PaXOBYIOUH, IO aHTUBIPYC, HAIUICHUN Ha
Java/Dalvik, npornyctuTs 1110 gacTuny [1].

OO6dyckartis 1 makyBanHs koxay. IlIkimmmBa Jiorika MacKyeTbesl U pyBaHHIM,
nepeiMeHyBaHHSAM KJIAaciB 1 3MIHHUX, 3aXOBaHUMH psJKaMH, JTUHAMIYHUM
3aBaHTaXeHHAM .dex-¢aiini. Ile poOuThCs, mo0 cTaTUYHUN aHaNI3 HE PO3ITi3HAB
3JIOBMHCHUX ()parMeHTIB 3a curHatypamu. Hanpukias, momMopHi TPOSHU YCHIITHO
TEHEPYIOTh Oe3/1i4 HOBUX BapiaHTIB KOAY, 3MIHIOIOUM WMOT0 CTPYKTYpy, alie
30epiraro4u Ty X MOBEIIHKY [2].

AHTH-eMYIIAIIiHI Ta aHTH-Ie0ar MpUHOMHU. Y TUHAMIYHOMY aHali31 aHTUBIPYC
3a3BUYail BUKOHYE JI0JJaTOK Y BIPTYaJIbHOMY CEPEIOBUIIIL. 3TTOBMUCHUKHU TIEPEBIPSIOTH
Build. MODEL, cencopu, SIM-kapTy # iHIIl 03HaKH “peanbHOT0” MPHUCTPOIO: SKIIO
BUSBIIIETBCSI E€MYINISATOP, TPOSH BUMHUKAE IWIKJIUBY (PYHKIIOHATIBHICTh. Tak,
0aHKiBChKI TposiHu Ha KmtanT BankBot abo Anubis BMuKanmu 3M0YMHHY aKTUBHICTH
JIMIIIE 32 YMOBH, IIIO TIPUCTPIii cripaBxHii [3; 4].

Binknaaena akrtmBaris Ta anti-fuzzing. Jleski 3arpo3u 4eKarOTh MEBHOTO Yacy
9y moJii (HampuKIIaI, mepe3aBaHTaXeHHs a00 MiAKIIOUSHHS 10 Mepexki) abo i Bix
KOPHUCTYBaua, SIKi He MOXe 3po0UTH OOT, MO0 aKTUBYBATH IIKIIMBHA (PYHKITIOHAIL.
e ycknagHioe nuHamiyHuUM aHaniz y sandbox, Je 3a3BU4ail mepeBipKka TpHUBAE
KOPOTKUW TpOMDKOK. BimHocHO Bimomuii mpukiaa - BrainTest, mo 3amumanacs

Cmyoenmcoruii Haykosuul nowyk — 2025



52

HenomiueHowo B Google Play, 60 #ioro mkijyuBa yacTHHA aKTUBYBAJIACA JIUILIE YEPE3
KiTbKa 3amyckiB [3; 5].

Ha 3aBepiuieHHs, MOKHA CKa3aTH, 1110 0adaHC MK 3aXHCTOM Ta IPOAYKTUBHICTIO
MOCTYMOBO 3MIIIYEThCS B OIK OUIBIIOT TJIMOMHU aHaji3y, OCKUIBKU 3arpo3u
YCKJIAIHAIOTHCA. 3aBISIKH XMApPHUM TEXHOJOTISIM 1 CHUIBHUM 3yCHUJUISIM, aHTUBIPYCHI
CUCTEMU MOXYTh JO3BOJIMTH COOl BUTpadyaTh OUIbIIE PECYpPCiB Ha MEPEBIPKY
NIAO3pUIMX TMporpaMm, HE OOTSDKYIOUM TMPUCTPi KiHIIEBOro KopucTyBada. lle
MO3UTUBHA TEHJEHINs 17 Oe3meku. Ta Bce X HE BapTO MOKIQAATUCS JUIIE Ha
aBroMatuuHi 3acobu. HeoOxigHO nOTpUMyBaTHCh 0a30BOi TirieHM O€3MeKu:
BCTAaHOBJIIOBATU JIOAATKU TUIbKU 3 HAIIMHUX JKepen, oHoBiaoBatd OC 1 curHatypu
AV, nepeBipsTH J03BOJIM, 5Kl 3alUTY€ 3aCTOCYHOK. barato ckiialHUX aTak MOXHa
MONEPEAUTH 1€ Ha I[bOMY PIBHI - HE JaBIIK NPodeciiHO 3aMacKOBAaHOMY BIpycCy
IIAaHCIB NPOHUKHYTH HA TNPUCTPId. AHTHBIPYCHI TEXHOJIOTII MPOJOBKATH
yIOCKOHATIOBATHCh, aJI€ 1 3JIOBMUCHUKHU IITYKATUMYTh HOBI IIJIIXU - TOMY MHJIBHICTS 1
OaraTopiBHEBUH MiAXiJ 70 O€3MEeKH 3aJUIIAITHCS HAMKPAIIOK PEKOMEH/IAIIIETO.
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